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Social Engineering Test

This service is designed to assess the susceptibility of
your staff to social engineering attacks.

Typically social engineering attacks are carried via
emails and are known as phishing however they can
also be executed via telephone calls, known as vishing,
or through physical intrusions of your facilities or
offices.
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Why would you benefit from a Social Engineering Test?

Social engineering attacks are the simplest way for cyber criminals to gain access to
sensitive information of your organisation. By carrying out a test you will:

e Test your staff to recognize phishing emails
e Understand how your organisation responds to social engineering attacks

e Determine the effectiveness of your information security policy

Our Methodology

Once the targets are agreed, Proelians will define with you the social engineering
attacks that you would like to simulate. Examples of phishing campaigns and physical

intrusion attack plans will be provided for confirmation before execution.

When the Social Engineering test is complete, Proelians will provide a report containing

the following sections:

e Executive summary for directors, senior-level management or stakeholders
e Social engineering scenarios

e Strategic recommendations for long-term improvement
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Why Proelians ?

We are not just another independent security firm. With more than 10 years of
experience in Cyber security our commitment is to provide top-quality services that
meet your expectations. If you are willing to try us, feel free to contact us and we will get

back to you as soon as possible.

Flexible - Trusted - Secure - Unconventional
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